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Digital Identity

Identity : An attribute or set of attributes that uniquely describe a subject within a given context
(NIST : SP800-63-3)
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DID : Decentralized Identity
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DID : Decentralized Identity
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DID : Decentralized Identity
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1) Privacy - When personal data is accessed people will have confidence that there are 
measures in place to ensure their confidentiality and privacy; for instance, a supermarket 
checking a shopper’s age, a lawyer overseeing the sale of a house or someone applying to 
take out a loan.

2) Transparency - When an individual’s identity data is accessed when using digital identity 
products they must be able to understand by who, why and when; for example, being able to 
see how your bank uses your data through digital identity solutions.

3) Inclusivity - People who want or need a digital identity should be able to obtain one; for 
example, not having documentation such as a passport or driving license should not be a 
barrier to not having a digital identity.

4) Interoperability - Setting technical and operating standards for use across the UK’s 
economy to enable international and domestic interoperability.

5) Proportionality - User needs and other considerations such as privacy and security will be 
balanced so digital identity can be used with confidence across the economy.

6) Good governance - Digital identity standards will be linked to government policy and law. 
Any future regulation will be clear, coherent and align with the government’s wider strategic 
approach to digital regulation. For example, firms verifying your identity will need to comply 
with laws around how they access and store data.

Digital Identity - Principles
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Department for Digital, Culture, Media & Sport
and Matt Warman MP

UK Government



7

K-DID

DID

How to Realize Digital Identity Dream ?

We Need Accumulated experience and knowhow

K-DID
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K-DID Movements

Experience of Digital Identity Before Digital Age
Knowhow of National-wide Electronic Signature

Ministry of Interior and Safety

Financial Services Commission

Ministry of Science and ICT
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K-DID Movements
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K-DID Movements
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K-DID Movements
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K-DID Infrastructure
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Digital Identity - Principles

Privacy Transparency

InclusivityGood governance
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7th Principle

Global Equality
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GADI

COVID19 Pandemic

Identification over Internet

Authentication over Internet
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KFTC’s K-DID Service

First National-wide K-DID Service

KFTC : Korea Financial Telecommunications and Clearings Institute (KFTC)

- Currently Test Stage

- Will be Launched before March, 2021

- For Banking Industry and Government Service  
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Thank You


